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Ohio County Hospital Corporation 

d/b/a Ohio County Healthcare 

Notice of Privacy Practices 

Effective Date:  August 1, 2019 

 

THIS NOTICE DESCRIBES HOW MEDICAL INFORMATION ABOUT YOU MAY BE 

USED AND DISCLOSED AND HOW YOU CAN GET ACCESS TO THIS 

INFORMATION.  PLEASE REVIEW IT CAREFULLY. 

If you have any questions about this notice, please contact Ohio County Healthcare’s Privacy 

Officer at 270-298-5425, for further information. 

Who Will Follow This Notice 

➢ This notice describes the privacy practices of Ohio County Healthcare (collectively referred 

to as “Hospital,” “We,” ”Our” or “Us”) when you are treated as a patient at one of our facilities.  

This Notice applies to all departments and units of the Hospital and also applies to: 

➢ Ohio County Healthcare’s provider practices and any other owned or managed entities of 

Ohio County Healthcare. 

➢ All employees, staff, volunteers and other Ohio County Healthcare personnel. 

➢ Members of the medical staff and other health care providers who deliver services jointly 

with the hospital.  

All delivery sites and locations owned by the hospital follow the terms of this notice.  In 

addition, all the persons and entities named above may share medical information with each 

other for treatment, payment or hospital operations purposes described in this notice or as 

permitted by law.   

Organized Health Care Arrangement 

Ohio County Healthcare and our medical staff members are participants in an organized 

healthcare arrangement.  These entities will share protected health information with each other, 

as necessary to carry out treatment and payment, and for any health care operations activities of 

the organized health care arrangement.  The hospital and active medical staff members agree to 

abide by the terms of this privacy notice as part of this participation, with respect to created or 

received protected health information.  This joint notice by separate covered entities covers the 

hospital and active medical staff members, including but not limited to, the attending and 

consulting physicians practicing at Ohio County Healthcare, the emergency room physicians, the 

radiologists, clinic physicians, nurse anesthetists, wound consultants and other health care 

providers who deliver services jointly with the hospital.     

Shared electronic health records/health information:  We use a shared electronic health record 

that allows our workforce to store, update, access and use your health information.  We do this so 
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it is easier for your providers to access your health information when you are seeking care and to 

better coordinate and improve the quality of your care.  For example, if your personal provider 

takes part in the shared electronic health record, then your provider can see when you have 

visited other providers that also participate in the shared electronic health record and the 

treatment you have received.   

Kentucky Health Information Exchange.  

The Kentucky Health Information Exchange ("KHIE") makes health information available 

electronically to the Kentucky Department for Medicaid Services, Kentucky State Laboratory, 

and certain health care providers who are covered by HIPAA and participate in the KHIE 

(“KHIE Participants”). KHIE Participants agree to KHIE’s terms and conditions, including its 

security and privacy requirements, and agree to access the information for purposes of treatment, 

payment and health care operations according to applicable federal and state laws. A detailed 

description of KHIE can be found at http://khie.ky.gov/PAGES/INDEX.ASPX. Making health 

information available to KHIE Participants promotes efficient and quality health care for 

patients. We are a KHIE Participant. As such, we are able to obtain more complete information 

about our patients’ medical histories when their health information is available through KHIE. 

We make our patients’ health information available to other KHIE Participants who have a need 

to know it for purposes of treatment, payment and health care operations. You may choose not to 

allow your information to be available through the KHIE. Participation in the KHIE is not a 

condition of receiving care. However, if you decide not to make your information available to 

the KHIE, it may limit the information available to your health care providers. Your information 

is not stored with the KHIE. Rather, information is only pulled through the KHIE when KHIE 

Participants request your information. Then, a copy of your information is stored with the 

receiving provider, much like a fax between health care providers. Please let us know if you have 

questions about KHIE or desire not to make your information available through the KHIE. 

Our Pledge Regarding Medical Information: 

We understand that medical information about you and your health is personal.  We are 

committed to protecting medical information about you.  We create a record of the care and 

services you receive at the hospital and all delivery sites owned by the hospital.  We need this 

record to provide you with quality care and to comply with certain legal requirements.  This 

notice applies to all of the records of your care generated by the hospital or any delivery site, 

whether made by hospital personnel or your personal doctor.  Your personal doctor may have 

different policies or notices regarding the doctor's use and disclosure of your medical 

information created in the doctor's office or clinic.   

This notice will tell you about the ways in which we may use and disclose medical information 

about you.  We also describe your rights and certain obligations we have regarding the use and 

disclosure of medical information.   

We are required by law to:  

• make sure that medical information that identifies you is kept private;   

• give you this notice of our legal duties and privacy practices with respect to medical 

information about you;  

http://khie.ky.gov/PAGES/INDEX.ASPX
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• follow the terms of the notice that is currently in effect; and 

• notify you of a breach of your unsecured medical information. 

How We May Use and Disclose Medical Information About You. 

The following categories describe different ways that we use and disclose medical information.  

For each category of uses or disclosures we will explain what we mean and try to give some 

examples.  Not every use or disclosure in a category will be listed.  However, all of the ways we 

are permitted to use and disclose information will fall within one of the categories.   

➢ For Treatment.  We may use medical information about you to provide you with medical 

treatment or services.  We may disclose medical information about you to doctors, nurses, 

nurse anesthetists, technicians, medical students or other personnel who are involved in 

taking care of you at the hospital or other delivery site.  For example, a doctor treating you 

for a broken leg may need to know if you have diabetes because diabetes may slow the 

healing process.  In addition, the doctor may need to tell the dietitian if you have diabetes so 

that we can arrange for appropriate meals. Different departments of the hospital or other 

delivery sites also may share medical information about you in order to coordinate the 

different things you need, such as prescriptions, lab work and x-rays.  We also may disclose 

medical information about you to people outside the hospital or any delivery site who may 

be involved in your medical care after you leave the hospital or any delivery site, such as 

other healthcare providers to whom we may refer you to provide services that are part of 

your care. 

➢ For Payment.  We may use and disclose medical information about you so that the 

treatment and services you receive at the hospital or any delivery site may be billed to and 

payment may be collected from you, an insurance company or a third party.  For example, 

we may need to give your health plan information about surgery you received at the hospital 

so your health plan will pay us or reimburse you for the surgery.  We may also tell your 

health plan about a treatment you are going to receive to obtain prior approval or to 

determine whether your plan will cover the treatment.  

➢ For Health Care Operations.  We may use and disclose medical information about you for 

hospital operations.  These uses and disclosures are necessary to run the hospital or our 

delivery sites and to make sure that all of our patients receive quality care.  For example, we 

may use medical information to review our treatment and services and to evaluate the 

performance of our staff in caring for you.  We may also combine medical information 

about many patients to decide what additional services the hospital or any delivery site 

should offer, what services are not needed, and whether certain new treatments are effective.  

We may also disclose information to doctors, nurses, technicians, medical students, and 

other personnel for review and learning purposes.  We may also combine the medical 

information we have with medical information from other hospitals to compare how we are 

doing and see where we can make improvements in the care and services we offer.  We may 

remove information that identifies you from this set of medical information so others may 

use it to study health care and health care delivery without learning who the specific patients 

are. 
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➢ Appointment Reminders.  We may use and disclose your health information to contact you 

by phone, text, mail or email to confirm an appointment, to change an appointment, to send 

you reminders of a future appointment, or to let you know that you are due for a follow-up 

appointment or regular check-up at the hospital or any delivery site.  We may use a recorded 

service or a text message to provide information about appointment reminders, lab results or 

(if applicable) outstanding payments, for example.  Such calls may be placed to your cell 

phone if that is what you provide as your contact number.    

➢ Treatment Alternatives.  We may use and disclose medical information to tell you about 

or recommend possible treatment options or alternatives that may be of interest to you.   

➢ Health-Related Benefits and Services.  We may use and disclose medical information to 

tell you about health-related benefits or services that may be of interest to you.   

➢ Fundraising Activities.  We may use medical information about you to contact you in an 

effort to raise money for the hospital and its operations.  We may disclose medical 

information to a foundation related to the hospital corporation so that the foundation may 

contact you in raising money for the hospital corporation.  We only would release the 

following information: your name, address, phone number, dates you received treatment or 

services, the department of service, your treating physician, your health insurance status and 

your outcomes.  If you do not want to be contacted for fundraising efforts, you have the 

right to opt out of such communications.  In any fundraising communication we send, we 

will describe how you may opt out of receiving further fundraising communications. 

➢ Hospital Directory.  We may include certain limited information about you in the hospital 

directory while you are a patient at the hospital.  This information may include your name, 

location in the hospital, your general condition (e.g., fair, stable, etc.) and your religious 

affiliation.  The directory information, except for your religious affiliation, may also be 

released to people who ask for you by name.  Your religious affiliation may be given to a 

member of the clergy, such as a priest or rabbi, even if they do not ask for you by name.  

This is so your family, friends and clergy can visit you in the hospital and generally know 

how you are doing.  If you do object, we will honor your objection.  However, if we cannot 

practicably offer you the opportunity to object because you entered our facility in a situation 

requiring emergency treatment, we may exercise professional judgment to decide whether 

such disclosures would be in your best interest. 

➢ Individuals Involved in Your Care or Payment for Your Care.  We may release medical 

information about you to a friend or family member who is involved in your medical care.  

We may also give information to someone who helps pay for your care.  We may also tell 

your family or friends your condition and that you are in the hospital.  In addition, we may 

use or disclose medical information about you to an entity assisting in a disaster relief effort 

so that your family can be notified about your condition, status and location. 

➢ Research.  Under certain circumstances, we may use and disclose medical information 

about you for research purposes.  For example, a research project may involve comparing 

the health and recovery of all patients who received one medication to those who received 

another, for the same condition. All research projects, however, are subject to a special 

approval process.  This process evaluates a proposed research project and its use of medical 

information, trying to balance the research needs with patients' need for privacy of their 
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medical information.  Before we use or disclose medical information for research, the 

project will have been approved through this research approval process, but we may, 

however, disclose medical information about you to people preparing to conduct a research 

project, for example, to help them look for patients with specific medical needs, so long as 

the medical information they review does not leave the hospital or any delivery site.    

➢ As Required By Law.  We may use or disclose medical information about you when 

required to do so by federal, state or local law. 

➢ To Avert a Serious Threat to Health or Safety.  We may use and disclose medical 

information about you when necessary to prevent a serious threat to your health and safety 

or the health and safety of the public or another person.  Any disclosure, however, would 

only be to someone able to help prevent the threat.   

➢ To Business Associates.  We may disclose medical information to an organization that 

performs services necessary for us to provide health care services to you, such as 

accountants or companies providing data processing services, if they need medical 

information in order to provide these services to us.  These “Business Associates” have 

agreed or will agree in writing to protect the privacy of any medical information they 

receive. 

➢ Proof of Immunization.  We will disclose proof of immunization to a school that is 

required to have this before admitting a student if you have agreed to the disclosure on 

behalf of yourself or your dependent.  

Special Situations 

➢ Organ and Tissue Donation.  We may use or release medical information to organizations 

that handle organ procurement or organ, eye or tissue transplantation or to an organ 

donation bank, as necessary to facilitate organ, eye or tissue donation and transplantation.  

➢ Military and Veterans.  If you are a member of the armed forces, we may release medical 

information about you as required by military command authorities.  We may also release 

medical information about foreign military personnel to the appropriate foreign military 

authority.  

➢ Workers' Compensation.  We may release medical information about you for workers' 

compensation or similar programs.  These programs provide benefits for work-related 

injuries or illness.  

➢ Public Health Risks.  We may disclose medical information about you for public health 

activities.  These activities generally include the following: 

• to prevent or control disease, injury or disability;  

• to report births and deaths; 

• to report child abuse or neglect; 

• to report reactions to medications or problems with products; 
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• to notify people of recalls of products they may be using;  

• to notify a person who may have been exposed to a disease or may be at risk for 

contracting or spreading a disease or condition; 

• to notify your employer if, for example, we provide health care to you at the request of 

your employer for medical surveillance purposes or to evaluate whether you have a work-

related illness or injury and your employer needs the findings to comply with state or 

federal law; 

• to notify the appropriate government authority if we believe a patient has been the victim 

of abuse, neglect or domestic violence.  We will only make this disclosure if you agree or 

when required or authorized by law. 

➢ Health Oversight Activities.  We may disclose medical information to a health oversight 

agency for activities authorized by law.  These oversight activities include, for example, 

audits, investigations, inspections, and licensure.  These activities are necessary for the 

government to monitor the health care system, government programs, and compliance with 

civil rights laws. 

➢ Lawsuits and Disputes.  If you are involved in a lawsuit or a dispute, we may disclose 

medical information about you in response to a court or administrative order.  We may also 

disclose medical information about you in response to a subpoena, discovery request, or 

other lawful process by someone else involved in the dispute, but only if efforts have been 

made to tell you about the request or to obtain an order protecting the information requested.   

➢ Law Enforcement.  We may release medical information if asked to do so by a law 

enforcement official:  

• In response to a court order, subpoena, warrant, summons or similar process;  

• To identify or locate a suspect, fugitive, material witness, or missing person;  

• About the victim of a crime if the victim agrees, or if, under certain limited 

circumstances, we are unable to obtain the person's agreement;  

• About a death we believe may be the result of criminal conduct;  

• About criminal conduct at any of our locations; and  

• In emergency circumstances to report a crime occurring somewhere other than our 

premises, including the location of the crime or victims; or the identity, description or 

location of the person who committed the crime.   

➢ Coroners, Medical Examiners and Funeral Directors.  We may release medical 

information to a coroner or medical examiner.  This may be necessary, for example, to 

identify a deceased person or determine the cause of death.  We may also release medical 

information about patients to funeral directors as necessary to carry out their duties.   

➢ Decedents.  We may disclose medical information about a deceased patient to a friend or 

family member who was involved in the care of the patient or payment for that care prior to 
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death, limited to information relevant to that person’s involvement, unless doing so would 

be inconsistent with wishes expressed by the patient during life.  We are required to protect 

medical information on decedents in accordance with the Privacy Rule for 50 years after 

death.   

➢ National Security and Intelligence Activities.  We may release medical information about 

you to authorized federal officials for intelligence, counterintelligence, and other national 

security activities authorized by law.   

➢ Protective Services for the President and Others.  We may disclose medical information 

about you to authorized federal officials so they may provide protection to the President, 

other authorized persons or foreign heads of state or those conducting special investigations.   

➢ Inmates.  If you are an inmate of a correctional institution or under the custody of a law 

enforcement official, we may release medical information about you to the correctional 

institution or law enforcement official.  We must receive representations that the release 

would be necessary (1) for the institution to provide you with health care; (2) to protect your 

health and safety or the health and safety of others; or (3) for the safety and security of the 

correctional institution. 

➢ Marketing.  Uses and disclosures of your protected health information for subsidized 

communications that market a health related product or service require your authorization 

unless the communication is face-to-face to you or is a promotional gift of nominal value.    

➢ Sale of Protected Health Information.  A disclosure that would constitute the sale of your 

protected health information is prohibited unless we first obtain your authorization.   

➢ Psychotherapy.  If psychotherapy notes are created by a mental health professional during a 

private counseling session or a group, joint or family counseling session and are separated 

from the rest of your medical information, we must obtain your authorization for most uses 

and disclosures of these notes.    

➢ State Law Restrictions on Information regarding certain conditions.  Kentucky has 

more stringent laws than the HIPAA Privacy Rule with respect to HIV/AIDS status and 

mental health and chemical dependency (we are allowed to use/disclose this information 

only under certain limited circumstances and/or to specific recipients). In situations in which 

these laws apply to your information, we will comply with these more stringent laws. 

Your Rights Regarding Medical Information About You. 

You have the following rights regarding medical information we maintain about you: 

➢ Right to Inspect and Copy.  You have the right to inspect and copy medical and billing 

information about you, as well as other information that may be used to make decisions 

about your care.  Usually, this does not include psychotherapy notes. 

To inspect and copy medical and billing information about you, as well as other information 

that may be used to make decisions about you, you must submit your request in writing to 

the Department Director of Health Information Management.  If you request a copy of the 
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information, we may charge a reasonable fee for the costs of the labor involved in copying, 

mailing or other supplies associated with your request, or for creating a summary of your 

information at your request.     

If we use or maintain an electronic health record about you, you may obtain a copy of your 

information in electronic format.  You may also direct us to transmit a copy of your records 

directly to an entity or person designated by you, as long as your designation is clear, 

conspicuous, and specific as to where to send the copy.     

We may deny your request to inspect and copy in certain very limited circumstances.  If you 

are denied access to your information described above, you may request that the denial be 

reviewed.  If appropriate, another licensed health care professional chosen by the hospital 

will review your request and the denial.  The person conducting the review will not be the 

person who denied your request.  We will comply with the outcome of the review.   

➢ Right to Amend.  If you feel that medical information we have about you is incorrect or 

incomplete, you may ask us to amend the information.  You have the right to request an 

amendment for as long as we maintain the information.   

To request an amendment, your request must be made in writing and submitted to the 

Department Director of Health Information Management.  In addition, you must provide a 

reason that supports your request.   

We may deny your request for an amendment if it is not in writing or does not include a 

reason to support the request.  In addition, we may deny your request if you ask us to amend 

information that: 

• Was not created by us, unless the person or entity that created the information is no 

longer available to make the amendment; 

• Is not part of the medical information kept by or for the hospital or any delivery site; 

• Is not part of the information which you would be permitted to inspect and copy under 

applicable law; or  

• Is accurate and complete. 

➢ Right to an Accounting of Disclosures.  You have the right to request an "accounting of 

disclosures."  This is a list of the disclosures we made of medical information about you.   

To request this list or accounting of disclosures, you must submit your request in writing to 

the Department Director of Health Information Management.  Your request must state a 

time period which may not be longer than six years and may not include dates before April 

14, 2003.  Your request should indicate in what form you want the list (for example, on 

paper, electronically).  The first list you request within a 12 month period will be free.  For 

additional lists, we may charge you for the costs of providing the list.  We will notify you of 

the cost involved and you may choose to withdraw or modify your request at that time 

before any costs are incurred.   
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➢ Right to Request Restrictions. You have the right to request a restriction or limitation on 

the medical information we use or disclose about you for treatment, payment or health care 

operations.  You also have the right to request a limit on the medical information we 

disclose about you to someone who is involved in your care or the payment for your care, 

like a family member or friend.  For example, you could ask that we not use or disclose 

information about a surgery you had.  Except as otherwise required by law, we must comply 

with a request from you not to disclose your medical information to a health plan, if the 

purpose for the disclosure is not related to treatment, and the health care items or services to 

which the information applies have been paid for out-of-pocket in full. 

Except as noted above, we are not required to agree to your request.  If we do agree, we 

will comply with your request unless the information is needed to provide you emergency 

treatment.  We may terminate our agreement to a restriction at any time by notifying you in 

writing, but our termination will only apply to information created or received after we sent 

you the notice of termination, unless you agree to make the termination retroactive. 

To request restrictions, you must make your request in writing to the Department Director of 

Health Information Management.  In your request, you must tell us (1) what information you 

want to limit; (2) whether you want to limit our use, disclosure or both; and (3) to whom you 

want the limits to apply, for example, disclosures to your spouse. 

➢ Right to Request Confidential Communications.  You have the right to request that we 

communicate with you about medical matters in a certain way or at a certain location.  For 

example, you can ask that we only contact you at work or by mail.   

To request confidential communications, you must make your request in writing to the 

Department Director of Health Information Management.  We will not ask you the reason 

for your request.  We will accommodate all reasonable requests.  Your request must specify 

how or where you wish to be contacted. 

➢ Right to a Paper Copy of This Notice.  You have the right to a paper copy of this notice.  

You may ask us to give you a copy of this notice at any time.  Even if you have agreed to 

receive this notice electronically, you are still entitled to a paper copy of this notice.   

You may obtain a copy of this notice at our website, www.ohiocountyhospital.com.   

To obtain a paper copy of this notice, contact the Privacy Officer.  

CHANGES TO THIS NOTICE    

We reserve the right to change this notice.  We reserve the right to make the revised or changed 

notice effective for medical information we already have about you as well as any information 

we receive in the future.  We will post a copy of the current notice in the hospital and all delivery 

sites.  The notice will contain the effective date on the first page.  In addition, each time you 

register or are admitted for treatment or health care services as an inpatient or outpatient, we will 

offer you a copy of the current notice in effect.   
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Complaints 

If you believe your privacy rights have been violated, you may file a complaint with the hospital 

or with the Secretary of the Department of Health and Human Services.  To file a complaint, 

contact our Privacy Officer at 270-298-5425.  All complaints must be submitted in writing.  You 

will not be retaliated against for filing a complaint. 

Other Uses of Medical Information 

Other uses and disclosures of medical information not covered by this notice or the laws that 

apply to us will be made only with your written permission.  If you provide us permission to use 

or disclose medical information about you, you may revoke that permission, in writing, at any 

time.  If you revoke your permission, we will no longer use or disclose medical information 

about you for the reasons covered by your written authorization.  You understand that we are 

unable to take back any disclosures we have already made with your permission, and that we are 

required to retain our records of the care that we provided to you.  

Notice of Nondiscrimination and Accessibility to Services  

 

Ohio County Healthcare complies with applicable Federal civil rights laws and does not 

discriminate on the basis of race, color, national origin, age, disability or sex.  Ohio County 

Healthcare does not exclude people or treat them differently because of race, color, national 

origin, age, disability or sex.   

 

Ohio County Healthcare: 

• Provides free aids and services to people with disabilities to communicate effectively with us, 

such as: 

o Qualified sign language interpreters 

o Written information in other formats (large print, audio, accessible electronic 

formats, other formats) 

• Provides free language services to people whose primary language is not English, such as: 

o Qualified interpreters 

o Information written in other languages 

If you need these services, contact a staff member or supervisor.   

 

If you believe that Ohio County Healthcare has failed to provide these services or discriminated 

in another way on the basis of race, color, national origin, age, disability or sex, you may file a 

grievance with: 

 

Ohio County Healthcare 

Attention:  Compliance Officer 

PO Box 126 

Hartford, KY 42347 

Phone 270-504-4044 

Fax 270-504-1393 

E-mail swydick@ohiocountyhospital.com 

mailto:swydick@ohiocountyhospital.com
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You can file a grievance in person or by mail, fax or e-mail.  If you need help filing a grievance, 

our Compliance Officer is available to help you. 

 

You can also file a civil rights complaint with the US Department of Health and Human 

Services, Office for Civil Rights, electronically through the Office for Civil Rights Complaint 

Portal, available at   https://ocrportal.hhs.gov/ocr/smartscreen/main.jsf, or by mail or phone at:   

 

U.S. Department of Health and Human Services 

200 Independence Avenue, SW 

Room 509F HHH Building 

Washington, D.C. 20201 

1-800-368-1019 

1-800-537-7697 (TDD) 

 

Complaint forms are available at http://www.hhs.gov/ocr/office/file/index.html 

 

Español (Spanish) 

ATENCIÓN: si habla español, tiene a su disposición servicios gratuitos de asistencia lingüística. 

Llame al 1-844-731-3609 (ID # 10367). 

 

繁體中文 (Chinese) 

 注意：如果您使用繁體中文，您可以免費獲得語言援助服務。請致電 1-844-731-3609 (ID 

# 10367)。 

 

Deutsch (German) 

ACHTUNG: Wenn Sie Deutsch sprechen, stehen Ihnen kostenlos sprachliche 

Hilfsdienstleistungen zur Verfügung. Rufnummer: 1-844-731-3609 (ID # 10367). 

 

Tiếng Việt (Vietnamese) 

 CHÚ Ý: Nếu bạn nói Tiếng Việt, có các dịch vụ hỗ trợ ngôn ngữ miễn phí dành cho bạn. Gọi số 

1-844-731-3609 (ID # 10367). 

 

  (Arabic) العربية

 
 

Srpsko-hrvatski (Serbo-Croatian) 

OBAVJEŠTENJE: Ako govorite srpsko-hrvatski, usluge jezičke pomoći dostupne su vam 

besplatno. Nazovite 1-844-731-3609 (ID # 10367). 

 

日本語 (Japanese) 

注意事項：日本語を話される場合、無料の言語支援をご利用いただけます。1-844-731-

3609（ID# 10367）まで、お電話にてご連絡ください。 

 

Français (French) 

ATTENTION: Si vous parlez français, des services d'aide linguistique vous sont proposés 

gratuitement. Appelez le 1-844-731-3609 (pièce # 10367). 

https://ocrportal.hhs.gov/ocr/smartscreen/main.jsf
http://www.hhs.gov/ocr/office/file/index.html
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한국어 (Korean) 

 주의: 한국어를 사용하시는 경우, 언어 지원 서비스를 무료로 이용하실 수 있습니다. 1-844-731-3609 (자료 # 

10367)번으로 전화해 주십시오. 

 

Deitsch (Pennsylvania Dutch) 

Wann du [Deitsch (Pennsylvania German / Dutch)] schwetzscht, kannscht du mitaus Koschte 

ebber gricke, ass dihr helft mit die englisch Schprooch. Ruf selli Nummer uff: Call 1-844-731-

3609 (ID# 10367). 
 

नेपाली (Nepali) 

ध्यान 􀇑दनुहोस:  ् तपाइ􀇑ले नेपाल􀇑 बोल्नहन्छ भन तपाइ􀇑को 􀇑ननम्त भाषा सहायता सवाहरू 􀇑नःशल्क रूपमा उपलब्ध छ । फोन गनुहोसर  

 ्1-844-731-3609 (ID # 10367) । 

 

Oroomiffa (Oromo / Cushite)  

XIYYEEFFANNAA: Afaan dubbattu Oroomiffa, tajaajila gargaarsa afaanii, kanfaltiidhaan ala, 

ni argama. Bilbilaa 1-844-731-3609 (ID # 10367). 

 

Русский (Russian) 

ВНИМАНИЕ: Если вы говорите на русском языке, то вам доступны бесплатные услуги 

перевода. Звоните 1-844-731-3609 (ID # 10367). 

 

Tagalog (Tagalog – Filipino) 

PAUNAWA: Kung nagsasalita ka ng Tagalog, maaari kang gumamit ng mga serbisyo ng tulong 

sa wika nang walang bayad. Tumawag sa 1-844-731-3609 (ID # 10367). 

 

Ikirundi (Bantu – Kirundi) 

ICITONDERWA: Nimba uvuga Ikirundi, uzohabwa serivisi zo gufasha mu ndimi, ku buntu. 

Woterefona 1-844-731-3609 (ID # 10367). 

 

 

 

 

 

 

 

 

 

 


